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and religious diversity.

Dear Parents/Guardians,

St. Paul Education Regional Division No. 1 strives to provide the best technology support possible for
learning within our schools. With this in mind we will be making a change to our Wi-Fi system at each of
our schools. Currently if a student brings in a laptop and wants to connect to the Wi-Fi signal, their
system will be scanned for anti-virus and security software. If our system detects up to date protection,
the laptop is allowed onto our Wi-Fi and the Internet. While this is a good system it has some problems
and has prevented some students from connecting and getting to work in a timely manner.

The change we will be making will allow students to bring a laptop and connect to our Wi-Fi without the
system scan. This will speed access and hopefully allow more time for learning and less time for
troubleshooting technology! With this change our Wi-Fi system will be more like the environment
students have at home when they connect to the Internet. All our sites will continue to provide Internet
filtering to help prevent inappropriate use of Internet access while in a learning environment. With this
change we would also like to remind all computer users to ensure they have up to date anti-virus and
security software on all technology.

All Division policies and procedures relating to technology use are still important and will be followed. A
copy of the Division Acceptable Use Agreement that you and your child signed at the beginning of the
year is included on the reverse side for your reference.

Please contact your local school if you have any questions or concerns regarding this change. Thank you.

Yours in education,

AN

Glen Brodziak
Superintendent of Schools
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